A survey of cyber crimes

Yanping Zhang¹, Yang Xiao¹*, Kaveh Ghaboosi², Jingyuan Zhang¹ and Hongmei Deng³

¹ Department of Computer Science, The University of Alabama, 101 Houser Hall, Tuscaloosa, AL 35487–0290, U.S.A.
² Centre for Wireless Communications, University of Oulu, Finland
³ Intelligent Automation, Inc., 15400 Calhoun Drive, Suite 400, Rockville, MD 20855, U.S.A.

ABSTRACT

With the advancement of computer and information technology, cyber crime is now becoming one of the most significant challenges facing law enforcement organizations. Cyber crimes are generally referred as criminal activities that use computers or networks. An understanding of the characteristics and nature of cyber crimes is important in helping research communities find ways to effectively prevent them. Most existing research focuses more on attacks and attack models, including either actual attacks or imaginary/possible attacks over all layers of networks or computers, but there has been less work carried out on a comprehensive survey of cyber crimes. This paper provides a survey of cyber crimes that have actually occurred. First, cyber crimes in the digital world are compared with crimes in the physical world. Then, cyber crimes are categorized according to the roles of computers or networks. Furthermore, we also notice that some cyber crimes are actually traditionally non-cyber crimes that are facilitated by computers or networks. It is surprising that there are so many recurrent cyber crimes. More efforts are needed to protect people from cyber crimes. Copyright © 2011 John Wiley & Sons, Ltd.
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1. INTRODUCTION

With the advancement of computer and information technology, cyber crime is now becoming one of the most significant challenges facing law enforcement organizations. The most important difference between a cyber crime and a physical crime is that a cyber crime always happens in the digital or virtual world; however, this difference does not separate these two types of crimes, and they sometimes involve each other.

In the physical world, crimes are unavoidable but can be minimized by all kinds of mechanisms, such as regulations, laws, legislation, police, and so forth. Similarly, we believe that cyber crimes are unavoidable and should be punished by regulations, laws, and so forth. However, in the digital world, related laws have yet to mature. There are still no sound laws to protect users from cyber crimes because of the relatively brief history of information technology and people’s limited understanding of such crimes. Because of cyber crimes’ existence in the digital world, it is difficult to make technical laws. Therefore, it is difficult to capture criminals and punish them. It is also difficult to collect evidence.

In the digital world, damages are always inflicted remotely and can only be noticed after a long time (or not at all). This type of damage is quite different from the obvious damages within physical society, such as personal injury or property loss. Information loss or damage is not always as obvious or observable as financial loss; so many attacks in the digital world are not easily detected. For example, many users or administrators do not realize that their computers and networks have been hacked or attacked. One reason for this is that a cyber crime is not restricted by physical access limitations (such as noticeable human injury or stolen articles). Instead, a cyber crime is stealthy. It can access a building via an unnoticeable wired or wireless link. Most damages in the physical world can only be caused by criminals at the scene, although there are some remotely conducted crimes, such as those conducted with missiles or other long-range weapons, which need financial and human resources and are therefore not easily accessible to normal criminals. However, in the digital world, criminals can potentially go anywhere in the world and commit crimes. Another reason is that computers and networks are all connected so that a skillful attacker can access them from anywhere in the world with much less effort than in physical crimes.
Due to the brief history of digital technology and networks, the achievement of functions (e.g., information management, computation, and communication) is always the main target instead of information security. When considering system hardware/software, network, and related services/programs, security schemes are not well designed. Cyber crime prevention, detection, and response have also yet to mature. Therefore, it is relatively easy to commit digital crimes.

Cyber crime generally is described as criminal activities that use modern information technology, such as computer technology, network technology, and so forth. There are all kinds of cyber crimes, including illegal access (such as hacking), illegal interception, data interference, systems interference, misuse of devices, forgery (ID theft), electronic fraud, and so forth [1].

Cyber crime is now becoming a serious concern. Many researchers put a great deal of energy into protecting society and human beings from cyber crimes. One recent study showed that a new cyber crime is committed every 10 s in Britain [2]. About 3.24 million attacks [2] were conducted by cyber criminals in 2006. Some online crimes have even surpassed their equivalents in the physical world. In the meantime, experts estimate that about 90% of the cyber crimes go unreported [2].

As a specialist in psychology at the University of San Francisco, S. McGuire once performed a study showing that most teenagers hack into and intrude computer systems only for fun and not to cause damage or harm [3]. It is quite often the case that parents cannot understand the motivations of teenage hackers. She conducted an anonymous study with more than 4800 students in the San Diego area and questioned them about their experience related to unauthorized operation of computer systems or network resources. As published at the American Psychological Association conference, the results are as follows [3]: the percentage of teenagers involved in software piracy is about 38%; the percentage of youngsters who admitted using information in other people’s computers/Web sites is about 18%; the percentage of people who committed revisions in computers and files is about 13%; and the percentage of hackers causing harm or financial losses is about 10%. Most of the teenagers’ illegal computer activities are driven by their curiosity or enjoyment of the experience [3].

Usually, the term cyber crime refers to criminal behavior carried out through a computer or network [4]. However, it is also applied to some traditional crimes committed with the help of computers or networks [4]. In the later sections of this paper, we will present a categorization of cyber crimes and explain each class with detailed examples.

It is important for the research community to deeply understand cyber crimes and to find ways to prevent them. Most existing research focuses more on attacks and attack models, covering either actual attacks or imaginary/possible attacks over all layers of networks or computers, but there has been less work carried out on a comprehensive survey of cyber crimes. Our motivation for writing this paper is to help people realize the comprehensive classifications and examples of cyber crimes. We expect that this paper can help reduce the number of cyber crimes listed in this paper significantly in the near future. In this paper, we provide a comprehensive survey of cyber crimes that have actually occurred. We compare cyber crimes in the digital world with crimes in the physical world. We also categorize cyber crimes according to the roles of computers or networks.

There are many related research studies in the following topics: various attacks and vulnerabilities [5–20], key management [21–36], traceback [37–40], elliptic curve cryptosystem [41–42] intrusion detection [44–50], radio frequency identification security [51–57], security in wireless networks [58–75], authentication [76–85], security in peer-to-peer networks [86–88], and other security issues [89–131].

The rest of this paper is organized as follows: in Section 2, we provide the classification of cyber crimes; in Section 3–7, we detail each category with examples; and we conclude the paper in Section 8.

2. CATEGORIES

The advance of computers and networks has greatly contributed to the spread of cyber crimes. According to the main roles of computers or networks played in the crimes, cyber crimes are categorized into the following six classes [3,132]. We draw this classification in Figure 1.

1. The computer or network is used as a tool in a criminal activity. These are the cyber crimes in which computers or networks are used mainly as tools, including spamming and criminal copyright violations, especially those facilitated through peer-to-peer networks [132].

2. The computer or network is the target of a criminal activity. These are the cyber crimes in which computers or networks are the targets of criminal activities, including unauthorized access (i.e., defeating access controls), malicious code, viruses, denial-of-service (DoS) attacks, and hacking attacks [3].

3. The computer or network is the place of a criminal activity. These are the cyber crimes in which computers or networks are mainly the places of criminal activities, including theft of services (in particular, telecommunication frauds) and certain financial frauds [3].

4. Traditional crimes facilitated through the computers or the networks. Many traditional crimes become more harmful when facilitated by the use of computers or networks. This category of crimes includes gullibility or social engineering frauds, such as phishing, identity theft, child pornography, online gambling, securities fraud, and so forth [132]. For example, cyber stalking is a traditional crime of harassment, but it follows out with different patterns when facilitated by computers and networks [132].

5. Other information crimes. Additionally, there are also some information crimes, such as trade secret theft and industrial or economic espionage, which are
considered to be cyber crimes when facilitated by computers or networks [3].

In the following sections, we will detail each category of cyber crimes with examples.

3. AS A TOOL

3.1. Copyright

According to the definition in [133], “copyright is a legal concept, enacted by most governments, giving the creator of an original work exclusive rights to it with a limited time.” Broadly speaking, it is “the right to copy”, and the copyright holder achieves the right to be credited for the work, to decide who can use the work, who can perform the work, who can benefit from it, and other corresponding benefits [133].

Nowadays, it is very common to unlawfully download copyrighted materials and share recorded music with all kinds of audio files (like MP3), even though the American recording industry has brought about the demise of Napster and a series of infringement suits [134].

In the meantime, in some countries, people are illegally selling copyrighted materials, such as VCDs, CDs, and DVDs, by the roadside or night market.

In February 2007, the YouTube Web site was ordered by Viacom, Inc. to delete about 100,000 videos that were alleged to be clips of Viacom movies or TV shows [199].

In 2004, Novell was sued by the SCO Group (a software company) after Novell claimed its copyrights to the UNIX operating system and the UnixWare software were violated [135]. In August 2007, a court concluded that SCO’s copyright claims were false and that Novell indeed had the UNIX copyrights [135].

3.2. Spaming

According to the definition in [136], spamming usually refers to the abuse of electronic messaging systems and the indiscriminate sending of unsolicited bulk messages [199]. Spamming is widely recognized as e-mail spams; however, it has been similarly abused in other approaches such as instant messaging, the Usenet newsgroup, Web search engines, blogs, wikis, mobile phone messaging, Internet forums, and junk fax transmissions [136].

Economically, spamming remains viable because, except for managing their list of e-mail addresses, there are no operating costs for advertisers, and it is difficult to hold senders accountable for their mass mailings [136]. As a result of its being easy and its low cost of entry, spammers and unsolicited e-mails are numerous. The cost of lost productivity, fraud, and so forth is high, and Internet service providers cope with it by adding extra capacity [136].

It is widely believed that the term “spam” originated with the 1970 Monty Python Spam sketch set in a café with Spam lunch meat included in nearly every item on its menu [200]. In that café, all the waiters recite the Spam-filled menu all...
the time [200]. Then, a song was made because of a chorus of that song (Spam, Spam, lovely Spam… wonderful Spam), and then the word “SPAMming” became a popular word in that café. During World War II, Spam was a widely available meat product that did not require rationing. The Spam mentioned in the sketch is a reference to British rationing during that war period [200].

Spam can be used to spread all kinds of viruses and malicious software for identity theft, distributing some malwares, or worse. Examples of spammers are listed as follows.

Sanford Wallace and Cyber Promotions were once engaged in a string of lawsuits [136]. Although many of them were settled out of court, Sanford Wallace was part of the famous 1998 Earthlink settlement, and Cyber Promotions was put in bankruptcy [136].

In 1997, the Tennessee Supreme Court disbarred Attorney Laurence Canter for sending a great deal of spam propagandizing his law practice related to immigration [136].

In 2005, Florida Attorney General Charlie Crist sued Scott J. Filary and Donald E. Townsend of Tampa, Florida [137]. The two spammers violated the Florida Electronic Mail Communications Act [137]. They both received a penalty of $50,000. If any of the following situations existed, they would be charged an additional $1.1m penalty: the spamming was still spreading, the $50,000 went unpaid, or they provided dishonest financial statements [138].

In 2005, Nigel Roberts received junk e-mails in his personal account from the Channel Islands and won £270 in a suit against the sender, Media Logistics UK [139].

In January 2007, the Edinburgh Sheriff’s Court granted Gordon Dick a decree against Transcom Internet Services Ltd. (Transcom) of Henley-on-Thames [140].

On 31 May 2007, Robert Alan Soloway, one of the world’s top 10 spammers, was arrested. Soloway was prosecuted for 35 criminal counts, including mail fraud, wire fraud, e-mail fraud, aggravated identity theft, and money laundering [141].

In June 2007, two men were convicted of eight counts of sending enormous e-mail spam messages [136]. The two were required to pay $100,000 as a penalty, to pay $77,500 in compensation to AOL, and charged more than $1.1m in forfeitures [136].

As defined by the US Computer Emergency Readiness Team, symptoms of DoS attacks include the following [143]:

- unusually slow performance of network services (opening files or accessing Web sites),
- unavailability of a particular Web site or even any Web site, and
- an increasing number of spam e-mails.

One common type of DoS attack is saturating the target/victim’s machine with external communications requests to make it inaccessible to its intended users. Subsequently, the victim host/server cannot provide services to its users or responds extremely slowly even though they become available [142]. A different kind of DoS attack is achieved by forcing the target/victim’s computer(s) to reset, whereas another is to consume much of the computer(s’) resources [142]. Both activities aim at preventing the computer(s) from providing its intended service or preventing communications between the victim and the others [142].

In January 2001, http://www.register.com was attacked by a DNS using DNS servers as reflectors [144]. This attack was stopped until 1 week later. It made use of enormous DNS records that were from 1 year before the attack happened [144].

In two other cases, attackers performed DNS backbone DDoS attacks on the DNS root servers [145]. One occurred in October 2002, and as a result, 9 of the 13 root servers were put out of service; the other one was in February 2007 and disrupted two of the root servers [145]. The true motivations of the attackers were unclear. Generally, they aim to shut down the Internet service.

In February 2007, a hacker group named “RUS” attacked more than 10,000 online game servers, which included Return to Castle Wolfenstein (Activision, Santa Monica, CA, USA), Halo (Bungie, Inc., Bellevue, WA, USA), Counter-Strike (Valve Corp., Bellevue, WA, USA), and so forth [146]. More than a thousand computer units were involved, which were located in the republics of the former Soviet Union, with most being in Russia, Uzbekistan, and Belarus. Even now, there are still minor attacks [146].

A group that calls itself “Anonymous” made a DDoS attack in late January 2008 that targeted the Web site of Scientology as part of an anti-Scientology campaign called Project Chanology [147].

4.2. Malwares

According to the definition in [148], malware refers to software designed to penetrate or destroy a computer system without the knowledge of the owner. The word malware combines the words malicious and software [148]. As generally used by computer professionals, the expression refers to all kinds of software or program codes with hostile or intrusive purposes [148].

However, the term “malware” is seldom used by computer users, and many people are confused by the terms “malware” and “virus” [148]. The term “virus” is inappropriately used in common parlance to describe all
kinds of malware, but not all kinds of malware are actually viruses [148].

Software is considered malware only if the creator’s intent is malicious [149]. There are many examples of malware, such as computer viruses, worms, Trojan horses, most rootkits, spyware, dishonest adware, and other malicious and unwanted software [149].

4.3. Hacker

In the context of security, a hacker is someone who tries to explore systems or obtain unauthorized access to others’ computers through specific skills or knowledge [150]. There are usually three kinds of hackers: black hat hackers, white hat hackers, and gray hat hackers [150]. What people always refer to with the term “hacker” is a black hat hacker that is malicious or criminal [150]. White hat hackers are ethical hackers, and those ambiguous in ethics are called gray hat hackers.

The first time “hacker” was used to describe the illegal activity of intruding into others’ computer systems was in an article published in Newsweek in 1983 [151]. The article reported an incident in which dozens of computers were broken into by several teenagers who called themselves 414s [152]. From then on, several laws were passed related to “hack” criminals [153].

In the 1980s, Nahshon Even-Chaim (also known as Phoenix) attacked the US defense and nuclear research computer systems. He was captured in 1990 [150]. He was the first computer intruder prosecuted by evidence from remote computer intercepts [150].

Jonathan James was sentenced to prison at the age of 16 because he downloaded software related to the International Space Station’s life sustaining elements, which was worth $1.7m. He became the youngest person imprisoned for cyber crime in the USA [154].

Adrian Lamo once intruded into several famous systems in 2003, including Microsoft, Lexis-Nexis, SBC, and so forth. Before Kevin Mitnick became a public speaker, author, and so forth, he spent more than 4 years in jail and was once known as “The most wanted man in cyberspace” [154].

In fact, there are countless cyber criminals. For example, Robert T. Morris, who created the first worm when he was still a student at Cornell University [155]; Jason Burks, who is famous for writing malicious software [156]; Neidorg, who stole secret documents from BellSouth through online means [150]; Brian Scalcedo, who was sentenced to prison for 9 years in 2004 for hacking the Low’s for credit card numbers used in transactions [157]; and Smith, who launched the Melissa Worm and was sentenced to prison in 1999 [150].

5. AS A PLACE

5.1. Phreaking

Phreaking is a slang term used to describe criminal activities related to phones. The word “phreak” is a combination of the words “phone” and “freak”, and those individuals involved in “phreaks” are known as “phreakers” or “phone freaks” [158]. Such criminal activities are always related to those people working with or studying telecommunication systems, especially those familiar with public telephone networks and related equipments and systems [159].

In 1957, a blind 8-year-old boy named Joe Engressia found that a dialed phone recording would be stopped when whistling the fourth E above middle C, which has a frequency of 2600 Hz [160]. Later, the boy changed his name to “Joybubbles” and became skilled with perfect pitch [160]. In fact, the 2600-Hz frequency was a critical internal telephone company signal to control a trunk line and opened up almost limitless free use. However, the 8-year-old boy knew nothing about this even after he had done it, and he even made a call to the phone company to ask why the recordings stopped [160]. After that, he became quite interested in exploring telephone systems [160].

Other early phreaks, such as “Bill from New York”, also started by wondering how phone networks worked [159]. “Bill” found that one of his recorders could also play a frequency of 2600 kHz [159]. John Draper, a friend of “Joybubbles”, discovered another way to produce a tone with a frequency of 2600 kHz, which inspired the control of phone systems by single frequency (SF) controls [159].

As SF and its function are well known for certain phone routes, multi-frequency (MF) is the most common signaling control for long distance networks [161]. SF served this purpose until the publication of an article in the Bell System Technical Journal that described the methods and frequencies of inner-office signaling [161].

The most famous case of phreaking happened in the USA on 15 June 2006 [162]. The event is called “The end of MF phreaking”, as it made attacks during the replacement of an N2 carrier with a T1 carrier in the USA [162]. The Northern Telephone Company of Minnesota located in Wawina Township, Minnesota [162], ran this exchange. Many phreakers from North America and all over the world made attacks during this event. A message board was set up on a specific number, and the most popular phreakers could be heard on the message board. The attacks lasted for more than a week, from several days prior to the official exchange date of 14 June 2006 [162].

6. TRADITIONAL NON-CYBER CRIMES FACILITATED BY COMPUTER AND NETWORK TECHNOLOGY

6.1. Phishing

In computing, phishing refers to attempts to criminally and fraudulently gain sensitive information, such as usernames, passwords, and credit card details, by means of some public entities that run on electronic systems, such as online banks, PayPal, and eBay [163].
Typically, phishing uses e-mail or instant messaging and directs users to enter their detailed information on the Web site [164]. Nowadays, efforts have been made to protect people from phishing, including legislation, user training, and technical measures.

The phishing technique has been used since 1987, and the first recorded phishing was in 1996, although the term existed on hacker-related print publications even earlier [163,165].

In these years, phishing-related reports increased dramatically. Recently, such crimes have been more likely to target customers of banks and payment services. E-mail is also a critical way to steal customers’ sensitive information. Initially, phishers send e-mails indiscriminately to many people expecting some to respond. Thereafter, criminals determine which bank the users used and begin to send bogus e-mails, responsively.

Phishers also target social networks, through which they can gain a customer’s personal information for identity theft [163]. It has been reported that such attacks have reached a success rate of over 70% [163].

6.2. Identity theft

Identity theft is a term used to describe fraud in which the criminal pretends to be someone else to steal money or get other benefits. It is also a crime for criminals to pretend to be someone else even if they do not steal an identity [166].

According to the US Federal Trade Commission, every year in the USA, approximately 10 million people are victims of identity fraud [167]. Mostly, such crimes are related to computer theft, loss of backups, or compromised information systems and are intended to reap financial benefits or to conceal illegal activities by using a legal identity [167]. Identity theft is also a habitual trick among terrorists [167].

As evidenced in a joint study by the Council of Better Business Bureau and Javelin Strategy & Research, approximately $50bn was lost by both consumers and businesses because of identity theft in the USA [167]. According to one home office committee, identity theft cost the British economy about $3.2bn in the UK in the last 3 years [168].

In the meantime, in Australia, the Securities Industry Research Center of Asia-Pacific estimates the cost at less than $1bn, whereas the Commonwealth Attorney-General’s Department calculates it to be more than $3bn per year [167].

In May 2006, Standard Bank discovered that an international group of cyber criminals had cheated more than 50 customers, including both local and international customers [169]. The costs exceeded over several hundred thousand rands (1 rand = $US0.15) [169]. The criminals passed a Trojan virus to the customers’ computers and captured bank information from them [169].

Also in May 2006, a study related to identity theft was presented by Mary Poquette at the “Secure 360” conference in the USA, which cited 31 cases with nearly 3.5 million people involved in personal data theft that occurred from 15 February 2005 to 8 April 2005 [169].

Another case included two individuals who were arrested on 30 October 2002 with dozens of French passports, revenue stamps, and laminated films [167]. They were also found to be working for terrorists, and they were sentenced to 5 and 8 years in prison in Paris on 9 July 2004 [167].

In the USA, a database of names of dangerous individuals is maintained by the National Counterterrorism Center with the purpose of detecting terrorists or criminals [170]. More than 325,000 names are included in the database; however, those names correspond to only 200,000 persons [170]. It is possible that an innocent person’s name may be added to the list if the name was used by a criminal in an identity theft [170].

There was such a mistake in December 2004 [167]. A passenger on a Delta airline was on the no-fly list, and authorities rerouted the plane to a military base [167]. After several hours of examination, authorities found that the passenger was innocent and that they were the victim of identity theft [167].

6.3. Child pornography

Child pornography is the term used to describe the sexual abuse of children by means of pornographic material [171]. With the help of the Internet, it is quite easy to spread images and video.

Child pornography is illegal all over the world. Related production of such material is also prohibited [132]. The main reason that such criminal activities continue is the profit that can be generated from the sale of such images. Photographs and movies are still being produced and purchased. From a statement by the UK Children’s charity NCH, child pornography cases have undergone a 1500% rise since 1988 [172]. As such, more and more children are becoming the victims of such crimes.

According to a review in 2008 [173], exposure to child pornography stimulates and provokes criminal sexual intentions that otherwise would have lie buried or was inaccessible [174]. Exposure to child pornography may heighten desires and motivate people to act on urges by lowering internal restraints [174]. Anonymity (or the belief that anonymity exists) may further loosen these internal restraints, such that the individual “practices” molestation in their imagination that is facilitated by still or moving images. This makes actual criminal sexual behavior with children more probable if the person was already sexually motivated toward children and creates new sexual interest in children [174]. The review article states that these are plausible hypotheses, while there is a lack of clarity as to the general applicability of these mechanisms [174].

The review article mentioned in the former paragraph further indicates that, when child pornography users go on to commit sexual offenses, the offenses are characterized by the exploitation of a relationship that is bent by the offender in the direction of sexuality and by the absence of violence [174]. The most common charges are statutory rape and other types of sexual crimes in which the victim has cooperated [174].

Additionally, some materials (such as images) related to child pornography are created artificially. In these cases, the children involved are not the actual persons. Therefore,
there is a dispute on whether such a form falls under the scope of child pornography.

6.4. Online gambling

Online gambling generally refers to gambling over the Internet. In the following, we will introduce some forms of online gambling, as well as some general issues [175].

In November 2002, sports betting with interstate electronic information transmissions was prohibited by the US Court of Appeals for the Fifth Circuit; however, there is a lower court ruling for the betting related to sports through the Internet [175].

Any possible form of online gambling is prevented in some states by special laws for online gambling [175]. Without a license, it is illegal for anyone to own an online game. However, there is currently no law on granting online gaming licenses in any state [175].

Online money laundering is the major concern of the US Department of Justice. Specifically, it is very difficult to trace online money laundering transactions [176].

In August 2004, the US Department of Justice sued an online portal for Internet gambling sites at Casino City. The complaint claimed that Internet gambling, which was the business of the Web site, was legal and should be protected by the First Amendment. The Web site also requested a declaration from the Court [177]. In February 2005, the case was dismissed by the US District Court for the Middle District of Louisiana [177].

David Carruthers, the CEO of BetonSports, was detained in Texas in July 2006 when he was changing planes on his way from London to Costa Rica [175]. BetonSports was a publicly traded company on the London Stock Exchange, which hosted sports betting and violated at least nine different Federal statutes, including 18 USC Sec. 1953 (Operation of an Illegal Gambling Business) [175]. Coincidently, in September 2006, the chairman of Sportingtbet, Peter Dicks, was detained in New York City because he was running online games [178].

Problem gambling is also an important form of online gambling. In the USA, it was stated by the National Gambling Impact Study in 1999 that problem and pathological gambling may be exacerbated by a high-speed Internet game with instant gratification and highly protected privacy [179]. A review of previous research funded by the UK government reported that in a small-scale patient survey, only a minority of people would choose to visit legitimate land-based casinos and that most online gamblers are “problem” or “pathological” [180].

The UK Gambling Commission conducted a study, the British Gambling Prevalence Survey 2007., which reported that only a small proportion of the adult population had gambling issues. This was the same result as in 1999 [181]. The survey also reported other proportions among the adult population, such as the percentage participating in spread betting (14.7%), fixed odds betting terminals (11.2%), and betting exchanges (9.8%) [181]. There was a drop in overall gambling compared with earlier years (62% in 1999 to 58% in 2007) [181].

When the former two surveys are combined, it is clearly suggested that the rapid growth of Internet gambling does not contribute to the increase in the number of problem gamblers [181]. In the meantime, the largely unsupervised electronic funds transferred for online gambling are alleged to be related to large-scale criminal money laundering [180].

6.5. Cyber stalking

As defined in [182], cyber stalking is stalking someone through the Internet or through other electronic means. It refers to an individual or group of individuals harassing another individual, group of individuals, or organization through the Internet or other communication technologies [182]. Behaviors intended to harass others, such as false accusations, monitoring, transmission of threats, identity theft, damage to data or equipment, solicitation of minors for sexual purposes, gathering information, and so forth, are all considered to be cyber stalking [182]. Harassment is considered to be an activity that, with the same information, a reasonable person would regard as sufficient to afflicting another person [183].

Stalking is a criminal activity that consists of a series of continuous behaviors, and each of them may even be entirely legal in themselves [184]. As described by Lamber Royakers, stalking is the act of making a mental assault in which the victim’s daily life is continuously and disruptively disturbed by the perpetrator [184]. The motivation of cyber stalkers is always to affect the lives of the victims directly or indirectly, mentally or physically [184].

The main factors of cyber stalking can be identified as follows:

False accusations: Many cyber stalkers aim to ruin the reputation of their victims and sometimes to make many other people oppose them [185]. In order to disgrace their victims, the cyber stalkers may apply all different kinds of media, such as newspapers, Bulletin Board System (BBS), chat rooms, Web sites, blogs, and so forth, to spread false information about the victims [185].

Attempts to gather information about the victim: The cyber stalker may try to approach the family or friends of the victim for detailed information about the victims [186]. They may also employ others to get the information they want or even to track the victims’ online activities to steal related information [186].

Turning others against the victim: Sometimes, the cyber stalkers try to turn a third party against their victims for harassment purposes [182]. They may spread sham stories about the victims harming others and usually do so through the Internet [182]. They even post the contact information of the victims, such as their names, phone numbers, addresses, and so forth [182].
False victimization: This refers to crimes in which the cyber stalkers claim to be the victim and libel and stigmatize the true victims as cyber stalkers [182]. There have been many well-known cases of this phenomenon [182].

Attacks on data and equipment: The cyber stalkers may send viruses in an attempt to damage the victim’s computer [182].

Ordering goods and services: The cyber stalkers order items or subscribe to magazines in the victim’s name [182]. These purchases are often immoral things like pornography [182].

Arranging to meet: It seems that young people face a particularly high risk of having cyber stalkers who attempt to set up meetings [182].

The cyber stalkers use many methods to meet or target their victims, such as search engines, online forums, and, more recently, through online communities such as blogs and so on [187]. There are also other ways, including engaging in live chat harassment, flaming, or sending electronic viruses and unsolicited e-mails [187].

It is common for victims to be unaware of being stalked initially [187]. The cyber stalkers may attract victims by feeding their obsessions and curiosities. Then cyber stalkers may act more intensely by continuously sending messages to the victim [187].

Paige Padgett from the University of Texas Health Science Center conducted a study in 2007, which found that it was not safe for women to look for love online [188].

6.6. Cyber terrorism

With the intense development of information technology, the Internet has become more pervasive in all areas of human life. Under the threat of crimes committed in cyber space, individuals, social organizations, or even the whole Nation may be attacked [189]. Cyber space attackers do not face the inherent threat of injury or death that a physical attack would bring [189].

With the help of highly developed information technology, terrorists can attack networks or those which are electronic related [190].

After the September 11 attacks in 2001, cyber terrorism became a serious problem; a fact evidenced by reports of potential threats through all kinds of media [191]. Large attacks that use computer networks have become a popular discussion of the mainstream media. Such attacks could quite possibly occur with the purpose of threatening human lives or even causing nationwide panic [191].

Winn Schwartau and John Arquilla described many attacks, such as nuclear/mechanical plant attacks, in their popular books [189]. However, there is also much criticism over whether these attacks are realizable [191].

A significant number of people may be influenced by cyber terrorism, and a serious large-scale influence may also result [192]. Cyber terrorism can greatly damage countries' economies [192]. Internet-based businesses may also be affected by cyber terrorism [192].

When the computer systems at an Antarctic research station were hacked by some hackers in Romania, 58 scientists were involved and endangered [189]. However, the culprits were stopped before damage could actually be inflicted [189].

In 1999, North Atlantic Treaty Organization computers were attacked by hackers [193]. It was a DoS attack performed by hackers using flooding e-mails [193]. The attack was motivated by political purposes and e-mails containing political contents along with viruses bombarding many institutes and organizations [193].

More recently, a distributed DoS attack was initiated when the Estonian government tried to remove the Russian World War II memorial in May 2007 [189]. Some Web sites were inaccessible during the attack, especially the government Web sites [189]. People believed that the attack might have been related to Russian hackers and even the Russian government; however, no one was able to prove this [189].

Hackers attacked the Web site of Ukrainian president Viktor Yushchenko in October 2007. The Eurasian Youth Movement, a radical Russian nationalist youth group, claimed responsibility [194].

7. INFORMATION CRIMES

7.1. Trade secret

A trade secret is considered by a business to be some advantage over competitors or customers. The advantage can be in many different forms, such as formulas, practices, processes, designs, instruments, patterns, or compilations of information [195]. In some jurisdictions, terms such as “confidential information” or “classified information” are also used to describe such secrets [195].

A trade secret is some sort of information that [195]

• is generally unknown by the relevant portion of the public,
• confers to the holder some sort of benefit, and
• requires reasonable efforts to maintain its secrecy.

It is common for a company to require its employees to sign contracts promising not to disclose their technology and business secrets [196]. The holder of the trade secret owns a perpetual monopoly over the information under the protection of the law for confidential information [185]. However, without formal protection, the third party is legally able to independently duplicate and use the secret information once it is discovered [196].

A company always spends a great deal of time and money developing its own advantages for better performance in social competition. A company will not be able to well maintain its market dominance if its competitor shares the same knowledge [196]. Such secrets, regarded as “trade secrets” or “special knowledge”, are also considered to be intellectual properties [196].
Generally, trade secrets are not as well protected as trademarks or patents by law [197]. There are already sophisticated state laws for protecting trademarks and patents, whereas trade secrets are not so well protected [197]. The biggest difference between trade secrets and trademarks/patents is that a trade secret is only protected when it is not disclosed [197].

Principally, trade secret protection can be indefinitely extended. This is a big advantage over the protection of patents, which are only effective and protected for a limited period [196]. A famous trade secret example is Coca-Cola, which has effectively protected its formula for many more years than a patent would have [198]. A common way to gain a competitor’s trade secret is to conduct reverse engineering, and a patent will better withstand such a situation than a trade secret [196].

Historically, trade secrets existed during war so that advanced military technologies were protected from one’s enemies [198]. However, in more recent times, they have been used more often to describe keeping industrial revolutionary technology secret [198].

Companies always try to discover each other’s secrets, sometimes through lawful means such as reverse engineering and sometimes through less lawful means like industrial espionage [196].

8. CONCLUSIONS

With the great advance of computer technology, there now exist many different kinds of cyber crimes. Anyone could be attacked by a cyber criminal. Serious attacks happen every day, and we should have basic preparation and principles to protect ourselves. Awareness is the best defense. Individuals can also install firewalls to protect themselves from many attacks and can avoid installing unknown software.

In this paper, we categorized cyber crimes into several different classes and explained each category with detailed examples. The main purpose of the paper is to help people realize the threats and potential attacks and to learn from these attacks in order to better protect themselves.
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